
 

 

 
CROWN RESORTS UPDATE ON GOANYWHERE DATA BREACH  

 
05 April 2023: Crown uses the third-party file transfer service, GoAnywhere, which has been impacted by 
a data breach globally. 
  
We were recently contacted by a ransomware group who claimed they had obtained a limited number of 
Crown files through GoAnywhere. 
  
Today we can confirm that a small number of files have been released on the dark web, including 
employee time and attendance records and some membership numbers from Crown Sydney. We can 
confirm that no personal information of customers has been compromised as part of this breach.  
 
We are proactively notifying all impacted individuals and are updating membership numbers of those 
affected out of an abundance of caution. Crown continues to work with law enforcement and our regulators 
in relation to this cybercrime.  
 

* Please attribute this statement to a Crown Resorts spokesperson 
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Notes to Editor: 
  

• The employee time and attendance files from Crown Sydney does not include bank names, tax 
IDs, BSB or payslip information. The data relates to current and former employees. 

• The membership numbers are a number only, and do not contain any personal information of the 
customers. 

 
 
For more information, please contact: 
 
Kris Taute 
Head of Corporate Communications 
Crown Resorts 
E: kris.taute@crownresorts.com.au  
M: 0413 829 142 
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